**Príloha 7 k Zmluve č.** **C-NBS1-000-160-915**

**Zoznam pracovníkov poskytovateľa**

#### Zoznam kľúčových pracovníkov poskytovateľa a požiadavky na ich technickú a odbornú spôsobilosť

* 1. Objednávateľ požaduje, aby poskytovateľ uviedol v tomto zozname všetkých jeho pracovníkov, ktorí boli predmetom vyhodnocovania podmienok účasti a vyhodnocovania kritéria č. 2 a zároveň im boli pridelené body za toto kritérium v zákazke *Monitoring kybernetickej bezpečnosti*.

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **p. č.** | **Pracovník poskytovateľa**  **(meno, priezvisko)** | **Kľúčový pracovník/expert**  **(požiadavky z podmienok účasti v rámci verejného obstarávania)** | **Mobilné alebo telefónne číslo** | **E-mailová adresa** |  |
| 1. | <vyplní uchádzač > | **Expert na architektúru systémov kybernetickej bezpečnosti má:**   * **odbornú prax na pozícii experta na architektúru systémov kybernetickej bezpečnosti v trvaní minimálne 5 rokov**. Rola experta na architektúru systémov kybernetickej bezpečnosti predstavuje výkon činností a s tým spojenú zodpovednosť za plánovanie a návrh bezpečnostnej infraštruktúry a poskytovanie súčinnosti pri jej implementácii. Expert na architektúru systémov kybernetickej bezpečnosti sleduje nové verzie bezpečnostných systémov, záplat a vylepšení a navrhuje ich spôsob a čas implementácie a zároveň dohliada na ich správnu a včasnú implementáciu*, pričom túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako expert na architektúru systémov bezpečnosti;* * **minimálne jednu osobnú praktickú skúsenosť** na pozícii experta na architektúru systémov kybernetickej bezpečnosti v zákazke, ktorej predmetom bolo nasadzovanie alebo prevádzka alebo poskytovanie SOC (Security Operation Center) alebo SIEM (Security Information and Event Management) alebo NDR (Network Detection and Response) alebo ich vzájomná ľubovoľná kombinácia s minimálne 200 servermi a sieťovými zariadeniami alebo prevádzka SOC a NDR v prostredí s aspoň 200 servermi a sieťovými zariadeniami, a to za predchádzajúcich päť (5) rokov počítaných od vyhlásenia verejného obstarávania, pričom *túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako expert na architektúru systémov kybernetickej bezpečnosti a túto podmienku účasti môže uchádzač preukázať jednou alebo dvoma osobami;* * **minimálne jeden certifikát** so zameraním na architektúru systémov kybernetickej bezpečnosti, *túto podmienku účasti preukazuje uchádzač predložením kópie certifikátu;* | <vyplní uchádzač > | <vyplní uchádzač > |  |
| ... | ... | … | ... | ... |  |
| 2. | <vyplní uchádzač > | * **SOC Manager má:** * **minimálne jednu osobnú praktickú skúsenosť** na pozícii SOC Managera v zákazke, ktorej predmetom bolo nasadzovanie alebo prevádzka alebo poskytovanie SOC (Security Operation Center) alebo SIEM (Security Information and Event Management) alebo NDR (Network Detection and Response) alebo ich vzájomná ľubovoľná kombinácia s minimálne 200 servermi a sieťovými zariadeniami alebo prevádzka SOC a NDR v prostredí s aspoň 200 servermi a sieťovými zariadeniami, a to za predchádzajúcich päť (5) rokov počítaných od vyhlásenia verejného obstarávania, pričom *túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako SOC Manager a uchádzač môže túto podmienku účasti preukázať jednou alebo dvoma osobami;* * **minimálne jeden certifikát** so zameraním na kybernetickú bezpečnosť, *túto podmienku účasti preukazuje uchádzač predložením kópie certifikátu;* | <vyplní uchádzač > | <vyplní uchádzač > |  |
| ... | ... | … | ... | ... |  |
| 3. | <vyplní uchádzač > | SOC **Operátor/analytik má:**   * **odbornú prax na pozícii SOC Operatéra/analytika v trvaní minimálne 2 roky.**   Rola SOC Operátora/analytika predstavuje činnosti ako monitorovanie a kontrolu alarmov a hrozieb, potvrdením, určením alebo úpravou kritickosti výstrah a ich obohatením o relevantné údaje, identifikáciou opodstatnenosti, resp. falošnej pozitivity alarmov a hrozieb, identifikácia ďalších vysoko rizikových udalostí a potenciálnych incidentov, monitorovaním a vyhodnocovanie prevádzky bezpečnostných nástrojov, riadením a konfiguráciou monitorovacích nástrojov, pričom túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako SOC Operátor/analytik;  **minimálne jednu osobnú praktickú skúsenosť** na pozícii SOC Operátor/analytik v zákazke, ktorej predmetom bolo nasadzovanie alebo prevádzka alebo poskytovanie SOC (Security Operation Center) alebo SIEM (Security Information and Event Management) alebo NDR (Network Detection and Response) alebo ich vzájomná ľubovoľná kombinácia s minimálne 200 servermi a sieťovými zariadeniami alebo prevádzka SOC a NDR v prostredí s aspoň 200 servermi a sieťovými zariadeniami, a to za predchádzajúcich päť (5) rokov počítaných od vyhlásenia verejného obstarávania, pričom *túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako SOC Operátor/analytik;*  **minimálne jeden certifikát** so zameraním na kybernetickú bezpečnosť, *túto podmienku účasti preukazuje uchádzač predložením kópie certifikátu;* | <vyplní uchádzač > | <vyplní uchádzač > |  |
| ... | ... | … | ... | ... |  |
| 4. | <vyplní uchádzač > | **SOC Senior analytik** má**:**   * **odbornú prax na pozícii SOC Senior analytika v trvaní minimálne 5 rokov;**   Rola SOC Senior analytika predstavuje činnosti a zodpovednosť za spracovanie detailnej analýzy bezpečnostných incidentov eskalovaných SOC operátormi, návrhom a implementáciou stratégií na zvládnutie incidentov a zotavenie sa z nich, pričom túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako SOC Senior/analytik;  **- minimálne jednu osobnú praktickú skúsenosť na pozícii SOC Senior analytik** v zákazke, ktorej predmetom bolo nasadzovanie alebo prevádzka alebo poskytovanie SOC (Security Operation Center) alebo SIEM (Security Information and Event Management) alebo NDR (Network Detection and Response) alebo ich vzájomná ľubovoľná kombinácia s minimálne 200 servermi a sieťovými zariadeniami alebo prevádzka SOC a NDR v prostredí s aspoň 200 servermi a sieťovými zariadeniami, a to za predchádzajúcich päť (5) rokov počítaných od vyhlásenia verejného obstarávania, pričom *túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako SOC Senior analytik;*  - **minimálne jeden medzinárodný certifikát** so zameraním na minimálne jeden certifikát so zameraním na analýzu a riešenie kybernetických incidentov, *túto podmienku účasti preukazuje uchádzač predložením kópie certifikátu;*  \**uchádzač môže splniť požiadavky pre Senior analytika a Threat Huntera rovnakou osobou* | <vyplní uchádzač > | <vyplní uchádzač > |  |
| ... | ... | … | ... | ... |  |
| 5. | <vyplní uchádzač > | **Threat Hunter** má**:**   * **odbornú prax na pozícii Threat Hunterov (analytikov historických záznamov) v trvaní minimálne 5 rokov;**   Rola Threat Huntera predstavuje činnosti a zodpovednosť za prešetrovanie podozrivých udalostí, alarmov a hrozieb v dlhšom časovom úseku so zameraním na identifikáciu podozrivých vzorov správania a anomálií, identifikáciou možných vektorov útokov, bezpečnostných hrozieb a bezpečnostných slabín a návrhom optimalizácie nasadených bezpečnostných nástrojov, pričom t*úto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako Threat Hunter;*   * **minimálne jednu osobnú praktickú skúsenosť na pozícii Threat Hunter** v zákazke, ktorej predmetom bolo nasadzovanie alebo prevádzka alebo poskytovanie SOC (Security Operation Center) alebo SIEM (Security Information and Event Management) alebo NDR (Network Detection and Response) alebo ich vzájomná ľubovoľná kombinácia s minimálne 200 servermi a sieťovými zariadeniami alebo prevádzka SOC a NDR v prostredí s aspoň 200 servermi a sieťovými zariadeniami, a to za predchádzajúcich päť (5) rokov počítaných od vyhlásenia verejného obstarávania, pričom *túto podmienku účasti preukazuje uchádzač predložením odborného profesijného životopisu osoby určenej ako Threat Hunter;*   **- minimálne jeden certifikát so zameraním na analýzu a riešenie kybernetických incidentov**, *túto podmienku účasti preukazuje uchádzač predložením kópie certifikátu;*  *\*uchádzač môže splniť podmienky účasti pre SOC Senior analytika a Threat Huntera rovnakou osobou.* | <vyplní uchádzač > | <vyplní uchádzač > |  |
| ... | ... | … | ... | ... |  |